Regular Computer Upkeep
1. “CCleaner” – Temporary/Unused File Cleaner
a. Download/Install
i. Go to this link  https://www.piriform.com/ccleaner/download
ii. Click the “Download” button in the “Free” column
iii. You will be redirected to another page, and the download will commence automatically
iv. Once it is finished, click and open the downloaded file (“ccsetup515.exe”)
v. If prompted to “Allow the follow program(s) to make changes…”, click “Yes”
vi. Click on “Install”
vii. Run “CCleaner”
b. Using CCleaner
i. Ensure that all web browsers and programs are closed
ii. Click the “Custom Clean” tab on the left
1. All necessary applications will already be selected for you
2. Deselect/select check boxes based on preference
iii. Click the “Run Cleaner” button
1. If given a prompt informing you “This process will permanently delete files from your system.” This is normal, click “OK” 
iv. The cleaner will begin and once it is finished there is nothing more to do here!
2. “Malwarebytes” – Malware search and destroy 
a. Download/Install
i. Go to this link https://www.malwarebytes.org/antimalware/
ii. Click the “Free Download” option
iii. Choose the “Download Free Version” option, you will be redirected and download will commence automatically
iv. Once it is finished, click and open the downloaded file (“mbam-setup …. .exe”)
v. If prompted “Do you want to run this file?” Hit “Run”
vi. If prompted “Do you want to allow the following program to make changes…”, click “Yes”
vii. Select a language and hit “OK”
viii. The setup wizard should now appear:
1. First Screen: Simply hit “Next”
2. Second Screen: Accept the Agreement, and click “Next”
3. Third Screen: Patch Notes=Ignore, Click “Next” yet again
4. [bookmark: _GoBack]Fourth Screen: Select the location you would like to save the program, the default location is fine, unless you have a separate location you usually save programs. Select and click “Next”
5. Fifth Screen: Prompts to create Start Menu Folder, check bottom left box if no folder is desired. Then click “next”
6. Sixth Screen: Same as 5th, except this time for Desktop Icon
7. Seventh Screen: Click “install”
ix. Launch Malwarebytes
b. Using Malwarebytes
i. Click the “Dashboard” Tab at the top
ii. Under the “Database Version” section, Verify the version is up to date, click “Update” if not
iii. Click “Scan Now”
iv. Program will commence scan, and can take a while if there are a large number of files on the computer
v. If any files are found you will be prompted to “Quarantine” or “Delete” the files, usually safer to select “delete” but “Quarantine” will suffice if no delete option is available
vi. After that there is nothing more to do!
3. Symantec Endpoint Protect – General Antivirus
a. Download/Install
i. If your computer was setup by Eric or I, then Symantec should already be on your computer. If not, continue on
ii. Visit the Campus Software Library
iii. Select “Symantec Antivirus  & Anti-Spyware Endpoint Protection”
iv. On the next page, in the downloads section select the option for you operation system: Most should be 64-bit, but others can be 32-bit
1. To check, clicke the Windows start menu button
2. Right click “Computer” and select “Properties”
3. Under “System” you will see the “System Type”
4. Verify you Operating System type
v. Clicking the link will initiate the download
vi. Follow the basic install procedure, only making changes when prompted for:
1. Install Location (if you want to, default is fine)
2. Desktop Shortcut
3. Start Menu Folder
vii. Once installation is complete open the program
b. Using Symantec
i. Navigate to the “Scan for Threats” tab on the left
ii. Choose “Active Scan” for shorter less thorough scans
iii. Choose “Full Scan” for optimal but more lengthy scan
iv. Clicking the “create a new scan” option will allow you to create scheduled scans 
1. If no scheduled scan is created, then all scans will need to be manually prompted by you
